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Abstract 

Digitale Infrastrukturen stehen zunehmend im Spannungsfeld zwischen technischer Innovation 
und regulatorischer Realität. Insbesondere Blockchain Systeme wurden häufig unter Annahmen 
entwickelt, die staatlichen Anforderungen wie klare Zuständigkeiten, Haftung oder langfristige An-
passungsfähigkeit nur unzureichend berücksichtigen. 

Dieses Dokument argumentiert, dass regulatorische Anschlussfähigkeit weniger von einzelnen Re-
geln als von grundlegenden Architekturentscheidungen abhängt. Viele bestehende Blockchain Ar-
chitekturen verankern Ausführungslogik und Verantwortung auf Protokollebene und erzeugen da-
durch globale Abhängigkeiten, die lokale regulatorische Anpassungen erschweren. 

Das Paper beschreibt ein alternatives Architekturmodell, das einen neutralen Konsenslayer mit 
souveränen, anwendungsspezifischen Ausführungsdomänen kombiniert. Regulatorische Logik 
wird dabei konsequent auf Anwendungsebene verlagert, ohne die Stabilität der Infrastruktur zu 
beeinflussen. 

Anhand ausgewählter staatlich relevanter Anwendungsfelder wird gezeigt, warum eine solche Tren-
nung eine strukturelle Voraussetzung für langfristige institutionelle Nutzung darstellt. 
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1. Einleitung: Öffentliche 
Digitalisierung unter re-
gulatorischen Bedingun-
gen 

Die Digitalisierung staatlicher Prozesse folgt 
anderen Gesetzmäßigkeiten als technologi-
sche Innovation im privaten oder unterneh-
merischen Umfeld. Während Start-ups und 
Technologieunternehmen häufig iterativ vor-
gehen, regulatorische Fragen später adressie-
ren oder bewusst Risiken eingehen, sind öf-
fentliche Institutionen an rechtliche Stabilität, 
Zuständigkeit und Nachvollziehbarkeit ge-
bunden. 

Technologien, die im staatlichen Kontext ein-
gesetzt werden sollen, müssen nicht nur funk-
tional sein, sondern dauerhaft belastbar. Sie 
müssen Haftungsfragen klären können, Da-
tenschutz gewährleisten, langfristig wartbar 
sein und in bestehende institutionelle Struk-
turen integrierbar bleiben. Diese Anforderun-
gen sind nicht optional und lassen sich nicht 
nachträglich „aufsetzen“, ohne das System 
grundlegend zu verändern. 

Blockchain-Technologien werden in politi-
schen Debatten häufig entweder als Heilsver-
sprechen oder als Risikoquelle diskutiert. 
Beide Perspektiven greifen zu kurz. Ent-
scheidend ist nicht, ob Blockchain 
grundsätzlich geeignet ist, sondern wel-
che Art von Blockchain-Architektur mit 
staatlichen Rahmenbedingungen kom-
patibel ist. 

Dieses Paper argumentiert, dass viele der bis-
herigen Konflikte zwischen Blockchain und 
Regulierung nicht aus rechtlichen Detailfra-
gen resultieren, sondern aus technischen De-
signentscheidungen, die implizit politische 
und regulatorische Konsequenzen haben. 

 

2. Das strukturelle Span-
nungsfeld: Globale Sy-
steme, nationale Regeln 

Rechtssysteme sind national oder regional or-
ganisiert. Zuständigkeiten, Steuerhoheit, Da-
tenschutzvorgaben und Haftungsfragen un-
terscheiden sich nicht nur zwischen Staaten, 
sondern teilweise auch innerhalb föderaler 
Systeme. Digitale Infrastrukturen hingegen 
sind häufig global konzipiert, homogen be-
trieben und technisch schwer fragmentierbar. 

Blockchain-Systeme verstärken dieses Span-
nungsfeld. Sie sind per Definition grenzüber-
schreitend, konsensorientiert und darauf aus-
gelegt, einheitliche Regeln für alle Teilnehmer 
durchzusetzen. Was aus technischer Sicht als 
Stärke gilt, wird im regulatorischen Kontext 
schnell zum Problem. 

Insbesondere dann, wenn: 

▪ Ausführungslogik global festgelegt ist 

▪ ökonomische Mechanismen für alle An-
wendungen identisch sind 

▪ Sicherheitsannahmen nur zentral verän-
dert werden können 

entstehen Abhängigkeiten, die lokale regula-
torische Anpassungen erschweren oder un-
möglich machen. 

Der Versuch, diese Probleme durch nachge-
lagerte Governance-Prozesse, Ausnahmere-
gelungen oder juristische Konstruktionen zu 
lösen, führt häufig zu Unsicherheit. Techni-
sche Änderungen werden politisiert, regulato-
rische Eingriffe wirken systemweit, und ein-
zelne Anwendungsfälle können das gesamte 
Netzwerk betreffen. 

Ein zentrales Zwischenfazit lautet daher: 
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Je stärker Regeln technisch auf Protokoll-
ebene verankert sind, desto höher ist das re-
gulatorische Risiko des Gesamtsystems. 

3. Grenzen bestehender 
Blockchain-Architekturen 

3.1 Monolithische Architekturen 

In monolithischen Blockchain-Systemen sind 
Konsens, Ausführung, Sicherheitsmechanis-
men und ökonomische Logik eng miteinan-
der verknüpft. Änderungen an einem dieser 
Elemente wirken zwangsläufig auf das ge-
samte Netzwerk. 

Für staatliche oder regulierte Anwendungs-
fälle ergeben sich daraus mehrere Probleme: 

▪ Anpassungen an rechtliche Anforderun-
gen erfordern Protokolländerungen 

▪ Governance-Entscheidungen werden zu 
systemischen Risiken 

▪ Unterschiedliche regulatorische Bedürf-
nisse können nicht parallel abgebildet 
werden 

Ein einzelner Anwendungsfall kann dadurch 
implizit regulatorische Folgen für alle ande-
ren Teilnehmer erzeugen. Das erhöht nicht 
nur die Komplexität, sondern auch die recht-
liche Unsicherheit. 

 

3.2 Modulare Stacks und Rollup-
Modelle 

Modulare Blockchain-Ansätze haben wich-
tige Fortschritte erzielt, insbesondere im Be-
reich Skalierung. Durch die Trennung von 
Datenverfügbarkeit, Settlement und Ausfüh-
rung lassen sich technische Engpässe reduzie-
ren. 

Aus regulatorischer Sicht bleiben jedoch zen-
trale Probleme bestehen: 

▪ Die Ausführungslogik ist weiterhin glo-
bal innerhalb eines Rollups organisiert 
und gilt einheitlich für alle dort betriebe-
nen Anwendungen. 

▪ Verantwortlichkeiten werden auf zusätz-
liche Ebenen ausgelagert 

▪ Regulatorische Anpassungen erfolgen 
außerhalb des Basissystems 

Statt Regulierung strukturell zu integrieren, 
wird sie häufig in separate Layer, Organisatio-
nen oder juristische Konstrukte verschoben. 
Dies reduziert kurzfristig Konflikte, löst aber 
nicht das Grundproblem klarer technischer 
Zuständigkeit. 

 

3.3 Ergebnis 

Sowohl monolithische als auch heutige mo-
dulare Architekturen behandeln Regulierung 
primär als externes Problem. Die technische 
Architektur selbst bleibt unverändert und 
zwingt regulatorische Anforderungen in 
nachgelagerte Strukturen. 

Für staatlich relevante Anwendungsfälle ist 
dieser Ansatz langfristig nicht tragfähig. Er 
erzeugt: 

• komplexe Abhängigkeiten 
• schwer kalkulierbare Risiken 
• und eine hohe Eintrittshürde für institu-

tionelle Nutzung 

Damit wird deutlich, dass eine alternative 
Herangehensweise erforderlich ist, bei der 
Regulierung nicht nachträglich integriert, 
sondern architektonisch ermöglicht wird. 
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4. Architektur als Regulie-
rungsfaktor 

Regulatorische Fragen werden in der techni-
schen Diskussion häufig als nachgelagerte 
Probleme behandelt. In dieser Logik wird zu-
nächst ein System gebaut und anschließend 
versucht, rechtliche Anforderungen durch 
zusätzliche Regeln, Governance Prozesse 
oder externe Kontrollmechanismen abzubil-
den. Diese Vorgehensweise verkennt jedoch, 
dass technische Architektur selbst bereits 
normative Wirkung entfaltet. 

Sie legt fest, ob Zuständigkeiten klar trennbar 
sind oder ob Änderungen zwangsläufig sy-
stemweite Folgen haben. In diesem Sinne ist 
Architektur kein neutraler Hintergrund, son-
dern ein strukturierender Rahmen für regula-
torische Handlungsfähigkeit. 

In Blockchain Systemen wird dieser Zusam-
menhang besonders deutlich. Wenn Ausfüh-
rungslogik, Sicherheitsannahmen und ökono-
mische Regeln auf Protokollebene festge-
schrieben sind, dann werden regulatorische 
Anpassungen zwangsläufig zu Eingriffen in 
den Kern des Systems. Jede Änderung er-
zeugt Unsicherheit für alle Teilnehmer, unab-
hängig davon, ob sie vom konkreten Anwen-
dungsfall betroffen sind oder nicht. 

Ein solches Design erzeugt zwei problemati-
sche Effekte. Erstens werden regulatorische 
Anforderungen als Risiko für die Stabilität 
des Netzwerks wahrgenommen. Zweitens 
entsteht ein politischer Druck, technische 
Weiterentwicklung zu bremsen oder vollstän-
dig zu vermeiden. Beides steht im Wider-
spruch zu den Anforderungen öffentlicher 
Digitalisierung, die auf langfristige Stabilität 
und kontrollierte Anpassungsfähigkeit ange-
wiesen ist. 

Eine regulatorisch anschlussfähige Architek-
tur muss daher drei Eigenschaften erfüllen. 
Sie muss neutral gegenüber 

Anwendungslogik sein. Sie muss Verantwort-
lichkeiten klar trennen können. Und sie muss 
lokale Anpassungen ermöglichen, ohne glo-
bale Effekte auszulösen. 

Diese Eigenschaften lassen sich nicht durch 
Policy oder Governance allein herstellen. Sie 
sind das Ergebnis bewusster architektoni-
scher Trennung zwischen Ordnung und Be-
deutung, zwischen Infrastruktur und Anwen-
dung. 

5. Referenzarchitektur: 
Neutraler Konsens und 
souveräne Ausführungs-
domänen 

Ausgehend von den beschriebenen Anforde-
rungen lässt sich eine Referenzarchitektur 
formulieren, die staatlich relevante Anwen-
dungsfälle nicht behindert, sondern struktu-
rell ermöglicht. Der zentrale Gedanke besteht 
in der konsequenten Trennung zwischen ei-
nem neutralen Basissystem und anwendungs-
spezifischer Logik. 

Der Konsenslayer erfüllt dabei ausschließlich 
infrastrukturelle Aufgaben. Er stellt sicher, 
dass Transaktionen eindeutig geordnet wer-
den, dass Finalität hergestellt wird und dass 
relevante Daten verfügbar bleiben. Er inter-
pretiert keine Inhalte, bewertet keine Regeln 
und kennt keine Anwendungslogik. In die-
sem Sinne fungiert er als neutrale Ordnungs-
schicht. 

Alle inhaltlichen Entscheidungen werden in 
separaten Ausführungsdomänen getroffen. 
Diese Domänen sind anwendungsspezifisch, 
technisch klar abgegrenzt und tragen die volle 
Verantwortung für ihre Regeln. Sie definie-
ren, welche Transaktionen gültig sind, welche 
Signaturen akzeptiert werden, wie Gebühren 
erhoben werden und welche regulatorischen 
Anforderungen gelten. 
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In der LEA Blockchain wird dieses Modell 
durch sogenannte PODs umgesetzt. PODs 
(Programmable Object Domains) sind souve-
räne Ausführungsdomänen, die Anwen-
dungslogik, Prüfregeln und Zuständigkeiten 

in klar abgegrenzten technischen Einheiten 
kapseln. 

 

 

Abbildung 1 LEA Grobarchitektur und Programmable Object Domains (PODs) 

Diese Ausführungsdomänen sind souverän 
im technischen Sinn und können unabhängig 
voneinander gestaltet, angepasst und weiter-
entwickelt werden. Änderungen innerhalb ei-
ner Domäne haben keine Auswirkungen auf 
andere Domänen oder auf den Konsenslayer. 
Dadurch wird lokale Anpassungsfähigkeit 
möglich, ohne globale Instabilität zu erzeu-
gen. 

Ein solches Modell erlaubt es, sehr unter-
schiedliche Anwendungsfälle auf derselben 
Infrastruktur zu betreiben. Regulierungsnahe 

Anwendungen können strenge Anforderun-
gen umsetzen, während andere Domänen be-
wusst offen gestaltet bleiben. Beide nutzen 
dieselbe Ordnungsschicht, teilen sich dieselbe 
Finalität und profitieren von derselben infra-
strukturellen Sicherheit, ohne sich gegenseitig 
zu beeinflussen. 

Diese Architektur schafft klare Verantwort-
lichkeiten. Der Betreiber einer Ausführungs-
domäne ist für deren Regeln verantwortlich. 
Regulatorische Anforderungen lassen sich 
eindeutig zuordnen, technisch überprüfen 
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und bei Bedarf ändern. Das Basissystem 
bleibt davon unberührt und behält seine Neu-
tralität. 

Die beschriebene Referenzarchitektur findet 
sich konkret in der LEA Blockchain wieder. 
LEA implementiert einen minimalen Kon-
senslayer, der ausschließlich für Ordnung und 
Verfügbarkeit zuständig ist. Sämtliche Aus-
führungslogik ist in klar abgegrenzte Ausfüh-
rungsdomänen ausgelagert, die technisch als 
eigenständige Einheiten betrieben werden. 

Dabei ist entscheidend, dass LEA keine regu-
latorischen Vorgaben vorgibt. Das System er-
zwingt weder Offenheit noch Einschrän-
kung. Es stellt lediglich die strukturellen Vor-
aussetzungen bereit, um regulatorische An-
forderungen dort umzusetzen, wo sie hinge-
hören, nämlich auf Anwendungsebene. 

Damit unterscheidet sich dieser Ansatz 
grundlegend von Systemen, die versuchen, 
regulatorische Fragen durch globale Regeln 
oder nachträgliche Einschränkungen zu 
adressieren. Stattdessen wird Regulierung als 
legitimer Bestandteil einzelner Anwendungs-
domänen verstanden, ohne den Charakter der 
Infrastruktur zu verändern. 

6. Staatlich relevante An-
wendungsfelder als archi-
tektonische Prüfsteine 

Die Tragfähigkeit einer technischen Archi-
tektur zeigt sich nicht an abstrakten Lei-
stungskennzahlen, sondern an ihrer Eignung 
für reale institutionelle Problemstellungen. In 
diesem Kapitel werden fünf Anwendungsfel-
der betrachtet, die aktuell politische und ad-
ministrative Relevanz besitzen. Ziel ist keine 
Bewertung einzelner Maßnahmen, sondern 
eine strukturelle Einordnung der architekto-
nischen Anforderungen. 

Jedes Unterkapitel folgt derselben Logik. Zu-
nächst wird das zugrundeliegende Problem 
beschrieben. Anschließend werden die archi-
tektonischen Anforderungen abgeleitet, die 
sich daraus ergeben. Abschließend wird ein-
geordnet, wie ein Modell aus neutralem Kon-
sens und souveränen Ausführungsdomänen 
diese Anforderungen adressieren kann. 

 

6.1 Umsatzsteuer und Steuerbe-
trug 

Umsatzsteuerbetrug zählt seit Jahren zu den 
größten fiskalischen Schadensfeldern. Die zu-
grundeliegenden Mechanismen sind bekannt. 
Komplexe Lieferketten, grenzüberschrei-
tende Transaktionen und zeitverzögerte 
Prüfprozesse schaffen Spielräume für Mani-
pulation. Ein zentrales Problem besteht 
darin, dass steuerrelevante Informationen 
fragmentiert vorliegen und häufig erst ex post 
geprüft werden können. 

Aus architektonischer Sicht ergibt sich daraus 
eine klare Anforderung. Steuerlich relevante 
Ereignisse müssen nachvollziehbar, zeitlich 
eindeutig und maschinenlesbar dokumentiert 
werden, ohne dabei Geschäftsgeheimnisse 
oder personenbezogene Daten offenzulegen. 
Gleichzeitig muss klar sein, wer für die Rich-
tigkeit dieser Informationen verantwortlich 
ist. 

Eine souveräne Ausführungsdomäne kann 
genau an dieser Stelle ansetzen. Sie bildet 
nicht den gesamten Geschäftsprozess ab, 
sondern ausschließlich steuerlich relevante 
Ereignisse. Rechnungen, Lieferungen oder 
Leistungszeitpunkte werden als überprüfbare 
Referenzen verankert, während die inhaltli-
chen Details außerhalb der Infrastruktur ver-
bleiben. Prüfregeln können direkt in der Aus-
führungslogik implementiert werden, ohne 
Auswirkungen auf andere Anwendungen. 
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Der entscheidende Punkt ist die Trennung 
zwischen Infrastruktur und Steuerlogik. Der 
Konsenslayer stellt lediglich sicher, dass Er-
eignisse eindeutig geordnet und unveränder-
lich dokumentiert sind. Die steuerliche Inter-
pretation liegt vollständig bei der jeweiligen 
Domäne und ihrem Betreiber. 

 

6.2 Verifizierbare Fakten im Kon-
text zunehmender KI Nutzung 

Mit der zunehmenden Verbreitung generati-
ver KI Systeme verschiebt sich die gesell-
schaftliche Frage von der Erzeugung von In-
halten hin zur Überprüfbarkeit ihrer Her-
kunft. Für staatliche Institutionen stellt sich 
nicht die Aufgabe, Inhalte zu bewerten, son-
dern festzustellen, wann und unter welchen 
Bedingungen bestimmte Informationen ent-
standen sind und ob sie nachträglich verän-
dert wurden. 

Architektonisch ergibt sich daraus eine wich-
tige Unterscheidung. Nicht der Inhalt selbst 
muss öffentlich gespeichert werden, sondern 
der Nachweis seiner Integrität. Systeme, die 
beides vermischen, erzeugen entweder Da-
tenschutzprobleme oder unnötige Offenle-
gung. 

Eine eigenständige Ausführungsdomäne 
kann als Integritätslayer fungieren. Doku-
mente, Aussagen oder KI generierte Ergeb-
nisse werden kryptografisch referenziert und 
zeitlich verankert, ohne dass ihr Inhalt öffent-
lich sichtbar wird. Mehrere vertrauenswür-
dige Akteure können als Herausgeber oder 
Bestätiger auftreten, ohne eine zentrale In-
stanz zu bilden. 

Auch hier bleibt der Konsenslayer neutral. Er 
entscheidet nicht über Wahrheit oder Rele-
vanz. Er stellt lediglich die zeitliche Ordnung 
und Unveränderlichkeit sicher. Die 

Bedeutung der verankerten Referenzen wird 
ausschließlich auf Anwendungsebene defi-
niert. 

 

6.3 Entstehende AI Ökonomien 
und steuerliche Zurechnung 

Mit dem Einsatz autonomer oder teilautono-
mer KI Systeme entstehen neue ökonomi-
sche Strukturen. KI gesteuerte Prozesse kön-
nen Umsätze generieren, Verträge auslösen 
oder Dienstleistungen erbringen. Das beste-
hende Steuerrecht ist auf solche Konstellatio-
nen nur begrenzt vorbereitet. 

Aus technischer Sicht ist jedoch bereits heute 
entscheidend, dass Verantwortlichkeiten ein-
deutig abgebildet werden können. Wer be-
treibt das System, wem werden Umsätze zu-
gerechnet, wer trägt die steuerliche Verant-
wortung. Wenn diese Fragen technisch nicht 
sauber lösbar sind, wird jede spätere Regulie-
rung erheblich erschwert. 

Eine souveräne Ausführungsdomäne erlaubt 
es, KI basierte Prozesse eindeutig einem Be-
treiber oder einer juristischen Einheit zuzu-
ordnen. Einnahmenflüsse werden technisch 
nachvollziehbar erfasst, ohne dass das Basis-
system Annahmen über deren rechtliche Be-
wertung trifft. Änderungen an regulatori-
schen Vorgaben können innerhalb der Do-
mäne umgesetzt werden, ohne dass die Infra-
struktur angepasst werden muss. 

Damit wird kein regulatorisches Problem ge-
löst, aber ein strukturelles Hindernis vermie-
den. Die Technik verhindert nicht die An-
wendung von Recht, sondern ermöglicht sie. 
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6.4 Entwicklungszusammenarbeit 
und staatliche Transfers 

In der Entwicklungszusammenarbeit spielen 
Transparenz, Nachvollziehbarkeit und Ko-
stenkontrolle eine zentrale Rolle. Gleichzeitig 
bestehen berechtigte Sicherheitsbedenken 
hinsichtlich der Offenlegung operativer De-
tails. Klassische Systeme erzeugen entweder 
Intransparenz oder neue Abhängigkeiten von 
zentralen Akteuren. 

Aus architektonischer Sicht ist hier entschei-
dend, dass Mittelbewegungen nachvollzieh-
bar sind, ohne sensible Kontextinformatio-
nen offenzulegen. Zweckbindungen müssen 
überprüfbar sein, ohne operative Freiheit ein-
zuschränken. 

Eine eigenständige Ausführungsdomäne 
kann Transfers als überprüfbare Zustandsän-
derungen abbilden. Mittelzuweisungen, 
Zweckbindungen und Abrufe werden tech-
nisch nachvollziehbar, während Details zur 
operativen Umsetzung außerhalb des Sy-
stems verbleiben. Unterschiedliche Rollen 
können klar voneinander getrennt werden, 
ohne dass eine zentrale Kontrollinstanz er-
forderlich ist. 

Der Konsenslayer fungiert ausschließlich als 
neutrale Ordnungsschicht. Politische oder 
operative Bewertungen finden nicht statt. 

 

6.5 Digitale Nachweise zwischen 
Nutzbarkeit und Datenschutz 

Digitale Nachweise wie Zeugnisse, Zertifi-
kate oder Berechtigungen gewinnen an Be-
deutung. Gleichzeitig bestehen hohe Anfor-
derungen an Datenschutz, Widerrufbarkeit 
und Zweckbindung. Eine vollständige Spei-
cherung personenbezogener Daten in unver-
änderlichen Systemen ist mit diesen Anforde-
rungen nicht vereinbar. 

Die architektonische Lösung liegt in der kla-
ren Trennung zwischen Nachweis und Inhalt. 
Eine Ausführungsdomäne kann bestätigen, 
dass ein bestimmter Nachweis existiert, gültig 
ist oder widerrufen wurde, ohne personenbe-
zogene Daten öffentlich zu machen. Gültig-
keitszeiträume, Aktualisierungen und Wider-
rufe lassen sich technisch sauber abbilden. 

Auch hier gilt, dass der Konsenslayer keiner-
lei Kenntnis über den Inhalt der Nachweise 
hat. Er stellt lediglich die Integrität der Zu-
standsänderungen sicher. Datenschutz wird 
nicht umgangen, sondern architektonisch be-
rücksichtigt. 

 

Zwischenfazit 

Die betrachteten Anwendungsfelder unter-
scheiden sich erheblich in ihrer fachlichen 
Ausprägung. Gemeinsam ist ihnen jedoch 
eine zentrale Anforderung. Regulatorische 
Logik muss lokal umsetzbar sein, ohne die 
Stabilität einer gemeinsamen Infrastruktur zu 
gefährden. 

Eine Architektur aus neutralem Konsens und 
souveränen Ausführungsdomänen erfüllt 
diese Anforderung strukturell. Sie ersetzt 
keine rechtlichen Prozesse und trifft keine 
politischen Entscheidungen. Sie stellt jedoch 
die technische Voraussetzung bereit, um 
staatlich relevante Anwendungsfälle über-
haupt realistisch abbilden zu können. 

7. Abgrenzung und be-
wusste Nichtziele der Ar-
chitektur 

Eine klare Abgrenzung ist notwendig, um 
Fehlannahmen zu vermeiden und die Rolle 
technischer Infrastruktur realistisch einzu-
ordnen. Die in diesem Paper beschriebene 
Architektur versteht sich ausdrücklich nicht 
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als rechtliches, politisches oder administrati-
ves Instrument, sondern als technische 
Grundlage, die bestimmte Handlungsoptio-
nen ermöglicht oder verhindert. 

Die Architektur trifft keine rechtlichen Be-
wertungen. Sie entscheidet nicht darüber, 
welche Regeln gelten sollen, sondern schafft 
lediglich die strukturellen Voraussetzungen, 
damit unterschiedliche Regeln technisch sau-
ber umgesetzt werden können. Die Verant-
wortung für inhaltliche Vorgaben liegt stets 
bei den jeweiligen Betreibern der Ausfüh-
rungsdomänen und den zuständigen Institu-
tionen. 

Ebenso ersetzt die Architektur keine staatli-
chen Prozesse. Steuerprüfung, Aufsicht, Ge-
nehmigung oder Durchsetzung bleiben Auf-
gaben öffentlicher Stellen. Die technische 
Infrastruktur kann diese Prozesse unterstüt-
zen, aber nicht automatisieren oder substitu-
ieren. 

Die Architektur ist auch kein Instrument zur 
Durchsetzung politischer Kontrolle. Der 
neutrale Konsenslayer bewertet keine Inhalte, 
priorisiert keine Anwendungsfälle und greift 
nicht in Ausführungslogik ein. Er ist bewusst 
inhaltsagnostisch gestaltet, um seine Rolle als 
öffentliche Infrastruktur langfristig erfüllen 
zu können. 

Schließlich ist die Architektur kein Garant für 
Compliance. Sie verhindert keine Fehlanwen-
dung und ersetzt keine Governance. Sie redu-
ziert jedoch strukturelle Risiken, indem sie re-
gulatorische Anpassungen lokal begrenzt und 
systemweite Effekte vermeidet. 

Diese bewussten Nichtziele sind zentral für 
die Einordnung der Architektur. Sie begren-
zen Erwartungen und erhöhen zugleich ihre 
langfristige Anschlussfähigkeit. 

 

8. Blockchain als öffentli-
che Infrastruktur 

Öffentliche Infrastrukturen zeichnen sich 
durch bestimmte Eigenschaften aus. Sie müs-
sen stabil sein, langfristig nutzbar bleiben und 
unabhängig von einzelnen Anwendungsfällen 
funktionieren. Gleichzeitig müssen sie flexi-
bel genug sein, um neue Anforderungen auf-
nehmen zu können, ohne ihre Grundstruktur 
ständig zu verändern. 

Historische Beispiele zeigen, dass Infrastruk-
turen dann scheitern, wenn sie zu stark auf 
spezifische Nutzungsszenarien zugeschnitten 
sind. Erfolgreich sind jene Systeme, die klare 
Trennlinien zwischen Infrastruktur und Nut-
zung ziehen. 

Überträgt man diese Perspektive auf Block-
chain Systeme, wird deutlich, dass viele beste-
hende Architekturen ihre infrastrukturelle 
Rolle nicht konsequent einnehmen. Sie ver-
binden Ordnung mit inhaltlichen Annahmen 
und werden dadurch anfällig für politische 
und regulatorische Veränderungen. Eine klar 
getrennte Infrastruktur vermeidet diese 
Kopplung und bleibt langfristig anpassungs-
fähig. Für staatliche Kontexte ist diese Unter-
scheidung entscheidend. Nur wenn die Infra-
struktur selbst neutral bleibt, kann sie in un-
terschiedlichen politischen und rechtlichen 
Rahmenbedingungen eingesetzt werden. Nur 
wenn Anpassungen lokal möglich sind, bleibt 
das System langfristig tragfähig. 

In diesem Sinne ist die hier beschriebene Ar-
chitektur weniger eine technologische Inno-
vation als eine strukturelle Voraussetzung für 
nachhaltige Nutzung. 
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9. Fazit 

Die Diskussion um Blockchain und staatliche 
Nutzung wird häufig entlang einzelner An-
wendungsfälle oder regulatorischer Detailfra-
gen geführt. Dieses Paper vertritt eine andere 
Perspektive. Es argumentiert, dass die ent-
scheidende Frage auf der Ebene der Archi-
tektur liegt. 

Technische Systeme legen fest, welche For-
men von Regulierung möglich sind und wel-
che nicht. Wenn Ausführungslogik global 
verankert ist, wird Regulierung zum Systemri-
siko. Wenn Verantwortung nicht klar trenn-
bar ist, entsteht Unsicherheit. Wenn Anpas-
sungen nur durch Eingriffe in den Kern mög-
lich sind, wird technischer Fortschritt politi-
siert. 

Eine Architektur, die Ordnung und Ausfüh-
rung konsequent trennt, adressiert diese Pro-
bleme strukturell. Sie ermöglicht regulatori-
sche Vielfalt, ohne die Stabilität der Infra-
struktur zu gefährden. Sie schafft klare Ver-
antwortlichkeiten, ohne zentrale Kontrolle zu 
erzwingen. Und sie erlaubt Innovation, ohne 
institutionelle Anforderungen zu unterlaufen. 

Die Frage ist daher nicht, ob Blockchain für 
staatliche Anwendungsfälle geeignet ist. Die 
Frage ist, welche Architekturen staatliche 
Nutzung überhaupt zulassen. 
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Glossar 

Das folgende Glossar dient der Klarstellung zentraler Begriffe, wie sie in diesem Dokument ver-
wendet werden. Es erhebt keinen Anspruch auf allgemeingültige Definitionen außerhalb dieses 
Kontexts. 

Anwendungslogik Die innerhalb einer Ausführungsdomäne definierten Regeln und 
Prüfmechanismen, die deren fachlichen Zweck bestimmen. Die Anwen-
dungslogik ist vom Konsenslayer getrennt. 

 

Ausführungsdo-
mäne 

Ein klar abgegrenzter technischer Anwendungsraum innerhalb einer 
Blockchain Architektur mit eigener Logik und Zuständigkeit. Ausfüh-
rungsdomänen sind unabhängig voneinander gestaltbar. 

 

Blockchain Eine digitale Infrastruktur zur geordneten und unveränderlichen Doku-
mentation von Zustandsänderungen. In diesem Dokument als neutrale 
Ordnungsschicht verstanden, nicht als Anwendung oder Finanzinstru-
ment. 

 

Finalität Der Zustand, in dem eine Transaktion oder Zustandsänderung als end-
gültig gilt und nicht mehr rückgängig gemacht werden kann. 

 

Integritätsnach-
weis 

Ein technischer Beleg dafür, dass ein Zustand oder Dokument zu einem 
bestimmten Zeitpunkt existierte und seitdem unverändert geblieben ist. 

 

Konsenslayer Die Basisschicht eines Blockchain Systems, die für Ordnung, Finalität 
und Datenverfügbarkeit zuständig ist und keine Anwendungslogik inter-
pretiert. 

 

Neutralität der 
Infrastruktur 

Das Prinzip, dass die Basisschicht eines Systems keine inhaltlichen oder 
regulatorischen Annahmen trifft und keine Anwendungen bevorzugt. 

 

PODs Pro-
grammable Object 
Domains 

Projektspezifischer Begriff für souveräne Ausführungsdomänen inner-
halb der LEA Architektur. PODs kapseln Anwendungslogik und Zu-
ständigkeiten in eigenständigen technischen Einheiten. 
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Regulatorische 
Anschlussfähig-
keit 

Die Fähigkeit eines technischen Systems, regulatorische Anforderungen 
umzusetzen, ohne Änderungen an der grundlegenden Infrastruktur zu 
erfordern. 

 

Rollup Ein separates Ausführungssystem, in dem Transaktionen außerhalb ei-
ner Basischain verarbeitet und gebündelt auf dieser dokumentiert wer-
den, primär zur Skalierung. 

 

Souveränität einer 
Ausführungsdo-
mäne 

Die Fähigkeit einer Ausführungsdomäne oder POD, ihre Regeln und 
Anpassungen unabhängig vom Basissystem zu verändern. 

 

Transaktionsord-
nung 

Die eindeutige zeitliche Reihenfolge von Zustandsänderungen, bereitge-
stellt durch den Konsenslayer. 

Zuständigkeit Die klar zuordenbare Verantwortung für Regeln und Entscheidungen 
innerhalb einer Ausführungsdomäne. 
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